Travaux pratiques – Sécurisation des périphériques réseau

1. Topologie
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**F0/6**

**PC-A**
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**S1**

**G0/1**

![](data:image/png;base64,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)

**R1**

**F0/5**

1. Table d’adressage

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Périphérique | Interface | Adresse IP | Masque de sous-réseau | Passerelle par défaut |
| R1 | G0/1 | 192.168.1.1 | 255.255.255.0 | NA |
| S1 | VLAN 1 | 192.168.1.11 | 255.255.255.0 | 192.168.1.1 |
| PC-A | Carte réseau | 192.168.1.3 | 255.255.255.0 | 192.168.1.1 |

1. Objectifs

1re partie : Configurer les paramètres de base du périphérique

2e partie : Configurer les mesures de sécurité de base sur le routeur

3e partie : Configurer les mesures de sécurité de base sur le commutateur

1. Contexte/scénario

Il est recommandé de configurer tous les périphériques réseau avec, au moins, un nombre minimum de commandes de sécurité basées sur les meilleures pratiques. Cela inclut les périphériques d’utilisateur final, les serveurs et les périphériques réseau, tels que les routeurs et les commutateurs.

Au cours de ces travaux pratiques, vous allez configurer les périphériques réseau dans la topologie pour qu’ils acceptent les sessions SSH et permettent une gestion à distance. Vous utiliserez également l’interface de ligne de commande IOS pour configurer les mesures de sécurité communes et basiques en matière de meilleures pratiques. Vous testerez ensuite les mesures de sécurité pour vérifier qu’elles sont correctement mises en œuvre et qu’elles fonctionnent correctement.

**Remarque :** les routeurs utilisés lors des travaux pratiques CCNA sont des routeurs ISR Cisco 1941 équipés de Cisco IOS version 15.2(4)M3 (image universalk9). Les commutateurs utilisés sont des modèles Cisco Catalyst 2960s équipés de Cisco IOS version 15.0(2) (image lanbasek9). D’autres routeurs, commutateurs et versions de Cisco IOS peuvent être utilisés. Selon le modèle et la version de Cisco IOS, les commandes disponibles et le résultat produit peuvent varier de ceux indiqués dans les travaux pratiques. Reportez-vous au tableau récapitulatif de l’interface du routeur à la fin de ces travaux pratiques pour obtenir les identifiants d’interface corrects.

**Remarque**: assurez-vous que les routeurs et commutateurs ont été réinitialisés et ne possèdent aucune configuration initiale. En cas de doute, contactez votre instructeur.

1. Ressources requises

* 1 routeur (Cisco 1941 équipé du logiciel Cisco IOS version 15.2(4)M3 image universelle ou similaire)
* 1 commutateur (Cisco 2960 équipé de Cisco IOS version 15.0(2) image lanbasek9 ou similaire)
* 1 ordinateur (Windows 7, Vista ou XP, équipé d’un programme d’émulation du terminal tel que Tera Term)
* Câbles de console pour configurer les périphériques Cisco IOS via les ports de console
* Câbles Ethernet tel qu’indiqués dans la topologie

1re partie : Configurer les paramètres de base des périphériques

Dans la première partie, vous allez configurer la topologie du réseau et configurer les paramètres de base, tels que les adresses IP des interfaces, l’accès des périphériques et les mots de passe sur le routeur.

1. Câblez le réseau conformément à la topologie.

Connectez les équipements représentés dans la topologie et effectuez le câblage nécessaire.

1. Initialisez et redémarrez le routeur et le commutateur.
2. Configurez le routeur.

Reportez-vous aux travaux pratiques précédents pour obtenir de l’aide sur les commandes requises pour SSH.

* + 1. Accédez au routeur par la console et activez le mode d’exécution privilégié.
    2. Passez en mode de configuration.
    3. Attribuez le nom R1 au routeur.
    4. Désactivez la recherche DNS pour empêcher le routeur d’essayer de traduire les commandes saisies comme s’il s’agissait de noms d’hôtes.
    5. Définissez **class** comme mot de passe chiffré d’exécution privilégié.
    6. Définissez **cisco** comme mot de passe de console et activez la connexion.
    7. Définissez **cisco** comme mot de passe vty et activez la connexion.
    8. Chiffrez tous les mots de passe en clair.
    9. Créez une bannière qui avertit quiconque accède au périphérique que tout accès non autorisé est interdit.
    10. Configurez et activez l’interface G0/1 sur le routeur à l’aide des informations contenues dans la table d’adressage.
    11. Enregistrez la configuration en cours dans le fichier de configuration initiale.

1. Configurez le commutateur.
   * 1. Accédez au commutateur par la console et activez le mode d’exécution privilégié.
     2. Passez en mode de configuration.
     3. Attribuez le nom S1 au commutateur.
     4. Désactivez la recherche DNS pour empêcher le routeur d’essayer de traduire les commandes saisies comme s’il s’agissait de noms d’hôtes.
     5. Définissez **class** comme mot de passe chiffré d’exécution privilégié.
     6. Définissez **cisco** comme mot de passe de console et activez la connexion.
     7. Définissez **cisco** comme mot de passe vty et activez la connexion.
     8. Chiffrez tous les mots de passe en clair.
     9. Créez une bannière qui avertit quiconque accède au périphérique que tout accès non autorisé est interdit.
     10. Configurez l’interface SVI par défaut avec les informations d’adresse IP figurant dans la table d’adressage.
     11. Enregistrez la configuration en cours dans le fichier de configuration initiale.

2e partie : Configurer les mesures de sécurité de base sur le routeur

1. Renforcez les mots de passe.

Un administrateur doit s’assurer que les mots de passe respectent les consignes standard pour les mots de passe forts. Les consignes peuvent être d’inclure des lettres, des chiffres et des caractères spéciaux dans le mot de passe et de définir une longueur minimale.

**Remarque :** les consignes visant à promouvoir les meilleures pratiques requièrent l’utilisation de mots de passe forts, comme ceux affichés ici, dans un environnement de production. Cependant, les autres travaux pratiques de ce cours utilisent les mots de passe cisco et class par souci de facilité lors de l’exécution des travaux pratiques.

* + 1. Modifiez le mot de passe chiffré du mode d’exécution privilégié pour satisfaire aux instructions.

R1(config)# **enable secret Enablep@55**

* + 1. Imposez l’utilisation d’au moins 10 caractères pour tous les mots de passe.

R1(config)# **security passwords min-length 10**

1. Activez les connexions SSH.
   * 1. Attribuez le nom de domaine **CCNA-lab.com**.

R1(config)# **ip domain-name CCNA-lab.com**

* + 1. Créez une entrée de base de données d’utilisateur local à utiliser lors de la connexion au routeur via SSH. Le mot de passe doit être conforme aux normes des mots de passe forts et l’utilisateur doit disposer d’un accès de niveau administrateur.

R1(config)# **username admin privilege 15 secret Admin15p@55**

* + 1. Configurez transport input pour les lignes vty de façon à ce que les connexions SSH soient autorisées, mais pas les connexions Telnet.

R1(config)# **line vty 0 4**

R1(config-line)# **transport input ssh**

* + 1. Les lignes vty doivent utiliser la base de données des utilisateurs locaux pour l’authentification.

R1(config-line)# **login local**

R1(config-line)# **exit**

* + 1. Générez une clé de chiffrement RSA en utilisant un module de 1 024 bits.

R1(config)# **crypto key generate rsa modulus 1024**

The name for the keys will be: R1.CCNA-lab.com

% The key modulus size is 1024 bits

% Generating 1024 bit RSA keys, keys will be non-exportable...

[OK] (elapsed time was 2 seconds)

R1(config)#

\*Jan 31 17:54:16.127: %SSH-5-ENABLED: SSH 1.99 has been enabled

1. Sécurisez les lignes de console et VTY.
   * 1. Vous pouvez configurer le routeur pour qu’une connexion inactive pendant une durée définie soit automatiquement fermée. Si un administrateur réseau est connecté à un périphérique réseau et doit soudainement s’absenter, cette commande déconnecte automatiquement l’utilisateur au terme du délai spécifié. Les commandes suivantes déconnectent la ligne après cinq minutes d’inactivité.

R1(config)# **line console 0**

R1(config-line)# **exec-timeout 5 0**

R1(config-line)# **line vty 0 4**

R1(config-line)# **exec-timeout 5 0**

R1(config-line)# **exit**

R1(config)#

* + 1. La commande suivante empêche les tentatives de connexion par force brute. Le routeur bloque les tentatives de connexion pendant 30 secondes si quelqu’un effectue deux tentatives infructueuses en l’espace de 120 secondes. Ce minuteur a été défini à une valeur particulièrement faible pour les besoins de ces travaux pratiques.

R1(config)#**login block-for 30 attempts 2 within 120**

Que signifie **2 within 120** dans la commande ci-dessus ?

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Que signifie **block-for 30** dans la commande ci-dessus ?

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

1. Vérifiez que tous les ports inutilisés sont désactivés.

Les ports du routeur sont désactivés, par défaut, mais il est toujours prudent de vérifier que tous les ports inutilisés se trouvent dans un état administratively down. Vous pouvez rapidement vérifier cela en tapant la commande **show ip interface brief**. Tous les ports inutilisés qui ne se trouvent pas en état administratively down doivent être désactivés au moyen de la commande **shutdown** en mode de configuration d’interface.

R1# **show ip interface brief**

Interface IP-Address OK? Method Status Protocol

Embedded-Service-Engine0/0 unassigned YES NVRAM administratively down down

GigabitEthernet0/0 unassigned YES NVRAM administratively down down

GigabitEthernet0/1 192.168.1.1 YES manual up up

Serial0/0/0 unassigned YES NVRAM administratively down down

Serial0/0/1 unassigned YES NVRAM administratively down down

R1#

1. Vérifiez que vos mesures de sécurité ont été mises en œuvre correctement.
   * 1. Utilisez Tera Term pour établir une connexion telnet vers R1.

R1 accepte-t-il la connexion Telnet ? \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Justifiez votre réponse.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

* + 1. Utilisez Tera Term pour établir une connexion SSH vers R1.

R1 accepte-t-il la connexion SSH ? \_\_\_\_\_\_\_\_\_\_\_\_\_\_

* + 1. Tapez intentionnellement les informations d’utilisateur et de mot de passe pour voir si l’accès est bloqué au bout de deux tentatives.

Que s’est-il passé lorsque vous n’êtes pas parvenu à vous connecter la deuxième fois ?

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

* + 1. À partir de votre session de console sur le routeur, entrez la commande **show login** pour afficher l’état de la connexion. Dans l’exemple ci-dessous, la commande **show login** a été exécutée dans les 30 secondes du délai de blocage des connexions et indique que le routeur est en mode silencieux (Quiet-Mode). Le routeur n’acceptera plus aucune tentative de connexion pendant 14 secondes supplémentaires.

R1# **show login**

A default login delay of 1 second is applied.

No Quiet-Mode access list has been configured.

Router enabled to watch for login Attacks.

If more than 2 login failures occur in 120 seconds or less,

logins will be disabled for 30 seconds.

Router presently in Quiet-Mode.

Will remain in Quiet-Mode for 14 seconds.

Denying logins from all sources.

R1#

* + 1. Au terme du délai des 30 secondes, envoyez à nouveau SSH à R1 et connectez-vous au moyen du nom d’utilisateur **admin** et du mot de passe **Admin15p@55**.

Une fois que vous vous êtes connecté avec succès, qu’est-ce qui s’est affiché ? \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

* + 1. Passez en mode d’exécution privilégié et utilisez **Enablep@55** pour le mot de passe.

Si vous n’avez pas tapé correctement ce mot de passe, êtes-vous déconnecté de votre session SSH après deux tentatives infructueuses en l’espace de 120 secondes ? \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Justifiez votre réponse.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

* + 1. Exécutez la commande **show running-config** à l’invite du mode d’exécution privilégié pour afficher les paramètres de sécurité que vous avez appliqués.

3e partie : Configurer les mesures de sécurité de base sur le commutateur

1. Renforcez les mots de passe sur le commutateur.

Modifiez le mot de passe chiffré du mode d’exécution privilégié pour satisfaire aux consignes relatives aux mots de passe forts.

S1(config)# **enable secret Enablep@55**

**Remarque**: la commande **password min-length** de sécurité n’est pas disponible sur le commutateur 2960.

1. Activez les connexions SSH.
   * 1. Attribuez le nom de domaine **CCNA-lab.com**.

S1(config)# **ip domain-name CCNA-lab.com**

* + 1. Créez une entrée de base de données d’utilisateur local à utiliser lors de la connexion au routeur via SSH. Le mot de passe doit être conforme aux normes des mots de passe forts et l’utilisateur doit disposer d’un accès de niveau administrateur.

S1(config)# **username admin privilege 15 secret Admin15p@55**

* + 1. Configurez le transport input pour les lignes vty de façon à autoriser les connexions SSH mais pas les connexions Telnet.

S1(config)# **line vty 0 15**

S1(config-line)# **transport input ssh**

* + 1. Les lignes vty doivent utiliser la base de données des utilisateurs locaux pour l’authentification.

S1(config-line)# **login local**

S1(config-line)# **exit**

* + 1. Générez une clé de chiffrement RSA en utilisant un module de 1 024 bits.

S1(config)# **crypto key generate rsa modulus 1024**

1. Sécurisez les lignes de console et VTY.
   * 1. Configurez le commutateur pour qu’il désactive toute ligne inactive depuis 10 minutes.

S1(config)#**line console 0**

S1(config-line)#**exec-timeout 10 0**

S1(config-line)#**line vty 0 15**

S1(config-line)#**exec-timeout 10 0**

S1(config-line)# **exit**

S1(config)#

* + 1. Pour empêcher toute tentative de connexion par la force brute, configurez le commutateur pour qu’il bloque les accès pendant 30 secondes lorsque 2 tentatives infructueuses sont effectuées en l’espace de 120 secondes. Ce minuteur a été défini à une valeur particulièrement faible pour les besoins de ces travaux pratiques.

S1(config)#**login block-for 30 attempts 2 within 120**

S1(config)# **end**

1. Vérifiez que tous les ports inutilisés sont désactivés.

Par défaut, les ports du commutateur sont activés. Désactivez tous les ports inactifs sur le commutateur.

* + 1. Vous pouvez vérifier l’état des ports du commutateur au moyen de la commande **show ip interface brief**.

S1# **show ip interface brief**

Interface IP-Address OK? Method Status Protocol

Vlan1 192.168.1.11 YES manual up up

FastEthernet0/1 unassigned YES unset down down

FastEthernet0/2 unassigned YES unset down down

FastEthernet0/3 unassigned YES unset down down

FastEthernet0/4 unassigned YES unset down down

FastEthernet0/5 unassigned YES unset up up

FastEthernet0/6 unassigned YES unset up up

FastEthernet0/7 unassigned YES unset down down

FastEthernet0/8 unassigned YES unset down down

FastEthernet0/9 unassigned YES unset down down

FastEthernet0/10 unassigned YES unset down down

FastEthernet0/11 unassigned YES unset down down

FastEthernet0/12 unassigned YES unset down down

FastEthernet0/13 unassigned YES unset down down

FastEthernet0/14 unassigned YES unset down down

FastEthernet0/15 unassigned YES unset down down

FastEthernet0/16 unassigned YES unset down down

FastEthernet0/17 unassigned YES unset down down

FastEthernet0/18 unassigned YES unset down down

FastEthernet0/19 unassigned YES unset down down

FastEthernet0/20 unassigned YES unset down down

FastEthernet0/21 unassigned YES unset down down

FastEthernet0/22 unassigned YES unset down down

FastEthernet0/23 unassigned YES unset down down

FastEthernet0/24 unassigned YES unset down down

GigabitEthernet0/1 unassigned YES unset down down

GigabitEthernet0/2 unassigned YES unset down down

S1#

* + 1. Utilisez la commande **interface range** pour désactiver plusieurs interfaces à la fois.

S1(config)# **interface range f0/1–4 , f0/7-24 , g0/1-2**

S1(config-if-range)# **shutdown**

S1(config-if-range)# **end**

S1#

* + 1. Vérifiez que toutes les interfaces inactives ont été désactivées administrativement.

S1# **showip interface brief**

Interface IP-Address OK? Method Status Protocol

Vlan1 192.168.1.11 YES manual up up

FastEthernet0/1 unassigned YES unset administratively down down

FastEthernet0/2 unassigned YES unset administratively down down

FastEthernet0/3 unassigned YES unset administratively down down

FastEthernet0/4 unassigned YES unset administratively down down

FastEthernet0/5 unassigned YES unset up up

FastEthernet0/6 unassigned YES unset up up

FastEthernet0/7 unassigned YES unset administratively down down

FastEthernet0/8 unassigned YES unset administratively down down

FastEthernet0/9 unassigned YES unset administratively down down

FastEthernet0/10 unassigned YES unset administratively down down

FastEthernet0/11 unassigned YES unset administratively down down

FastEthernet0/12 unassigned YES unset administratively down down

FastEthernet0/13 unassigned YES unset administratively down down

FastEthernet0/14 unassigned YES unset administratively down down

FastEthernet0/15 unassigned YES unset administratively down down

FastEthernet0/16 unassigned YES unset administratively down down

FastEthernet0/17 unassigned YES unset administratively down down

FastEthernet0/18 unassigned YES unset administratively down down

FastEthernet0/19 unassigned YES unset administratively down down

FastEthernet0/20 unassigned YES unset administratively down down

FastEthernet0/21 unassigned YES unset administratively down down

FastEthernet0/22 unassigned YES unset administratively down down

FastEthernet0/23 unassigned YES unset administratively down down

FastEthernet0/24 unassigned YES unset administratively down down

GigabitEthernet0/1 unassigned YES unset administratively down down

GigabitEthernet0/2 unassigned YES unset administratively down down

S1#

1. Vérifiez que vos mesures de sécurité ont été mises en œuvre correctement.
   * 1. Vérifiez que la connexion Telnet a été désactivée sur le commutateur.
     2. Envoyez SSH au commutateur et effectuez volontairement une faute en tapant les informations de l’utilisateur et du mot de passe pour vérifier si l’accès est bloqué.
     3. Au terme du délai des 30 secondes, envoyez à nouveau SSH à S1 et connectez-vous au moyen du nom d’utilisateur **admin** et du mot de passe **Admin15p@55**.

La bannière s’est-elle affichée après vous être connecté avec succès ? \_\_\_\_\_\_\_\_\_\_

* + 1. Passez en mode d’exécution privilégié en utilisant **Enablep@55** comme mot de passe.
    2. Exécutez la commande **show running-config** à l’invite du mode d’exécution privilégié pour afficher les paramètres de sécurité que vous avez appliqués.

1. Remarques générales
   1. La commande **passwordcisco** a été entrée pour les lignes console et vty dans votre configuration de base dans la première partie. Quand ce mot de passe est-il utilisé lorsque les mesures de sécurité des meilleures pratiques ont été appliquées ?

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

* 1. Les mots de passe préconfigurés, comportant moins de 10 caractères, sont-ils concernés par la commande **security passwords min-length 10**?

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

1. Tableau récapitulatif de l’interface du routeur

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Récapitulatif de l’interface du routeur | | | | |
| Modèle du routeur | Interface Ethernet 1 | Interface Ethernet 2 | Interface série 1 | Interface série 2 |
| 1 800 | Fast Ethernet 0/0 (F0/0) | Fast Ethernet 0/1 (F0/1) | Serial 0/0/0 (S0/0/0) | Serial 0/0/1 (S0/0/1) |
| 1900 | Gigabit Ethernet 0/0 (G0/0) | Gigabit Ethernet 0/1 (G0/1) | Serial 0/0/0 (S0/0/0) | Serial 0/0/1 (S0/0/1) |
| 2801 | Fast Ethernet 0/0 (F0/0) | Fast Ethernet 0/1 (F0/1) | Serial 0/1/0 (S0/0/0) | Serial 0/1/1 (S0/0/1) |
| 2811 | Fast Ethernet 0/0 (F0/0) | Fast Ethernet 0/1 (F0/1) | Serial 0/0/0 (S0/0/0) | Serial 0/0/1 (S0/0/1) |
| 2900 | Gigabit Ethernet 0/0 (G0/0) | Gigabit Ethernet 0/1 (G0/1) | Serial 0/0/0 (S0/0/0) | Serial 0/0/1 (S0/0/1) |
| **Remarque :** pour savoir comment le routeur est configuré, observez les interfaces afin d’identifier le type de routeur ainsi que le nombre d’interfaces qu’il comporte. Il n’est pas possible de répertorier de façon exhaustive toutes les combinaisons de configurations pour chaque type de routeur. Ce tableau inclut les identifiants des combinaisons possibles des interfaces Ethernet et série dans le périphérique. Ce tableau ne comporte aucun autre type d’interface, même si un routeur particulier peut en contenir un. L’exemple de l’interface RNIS BRI peut illustrer ceci. La chaîne de caractères entre parenthèses est l’abréviation normalisée qui permet de représenter l’interface dans les commandes de Cisco IOS. | | | | |